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* * * First Change * * *

4.9.X
Handover between PLMN and SNPN
4.9.X.1 Handover of a PDU Session procedure from PLMN to SNPN for dual radio UE

Clause 4.9.X.1 specifies how to hand over a UE from a source PLMN to a target SNPN and how a UE can handover a PDU Session from a PLMN to a SNPN.
The UE uses the procedure as described in clause 4.9.2.2 for handover a PDU Session of PLMN service with the following differences:

-
The Untrusted Non-3GPP access is replaced to “SNPN”.
The UE uses the procedure as described in clause 4.9.2.1 for handover a PDU Session of SNPN service with the following differences:

-
The Untrusted Non-3GPP access is replaced to “PLMN”.
-
The 3GPP access is replaced to SNPN RAN.

-
The N3IWF is replaced to SNPN N3IWF.

-
The AMF, SMF UPF and PCF are all SNPN network functions.
4.9.X.2 Handover of a PDU Session procedure from SNPN to PLMN for dual radio UE

Clause 4.9.X.2 specifies how to hand over a UE from a source SNPN to a target PLMN and how a UE can handover a PDU Session from a SNPN to a PLMN. 
The UE uses the procedure as described in clause 4.9.2.1 for handover a PDU Session of PLMN service with the following differences:

-
The Untrusted Non-3GPP access is replaced to “SNPN”.
The UE uses the procedure as described in clause 4.9.2.2 for handover a PDU Session of SNPN service with the following differences:

-
The Untrusted Non-3GPP access is replaced to “PLMN”.
-
The 3GPP access is replaced to SNPN RAN.

-
The N3IWF is replaced to SNPN N3IWF.

-
The AMF, SMF UPF and PCF are all SNPN network functions.
4.9.X.3 Handover of a PDU Session procedure from PLMN to SNPN for single radio UE

Clause 4.9.X.3 specifies how to hand over a UE from a source PLMN to a target SNPN and how a UE can handover a PDU Session from a PLMN to a SNPN.
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Figure 4.9.X.3-1. Handover of a PDU Session from PLMN to SNPN
1.
The UE already registers in the PLMN as defined in clause 4.2.2.2.2 and establishes a PDU Session to receive PLMN network services as defined in clause 4.3.2.2.1.
2.
(Optionally) The UE performs registration in the SNPN network via SNPN-N3IWF. The procedure described in clause 4.12.2.2 is used with the following differences: 
-
The Untrusted non-3GPP Access Network is replaced to PLMN. 

-
The N3IWF, AMF and AUSF are belong to the SNPN. 
The UE shall perform this step when it needs to receive SNPN service. If the UE does not need to receive SNPN service, the UE may also perform this step before handover to the SNPN when it decides it may perform handover to SNPN later.

Note: How the UE decides it may perform handover to SNPN later is UE implementation dependent.

3.
(Optionally) The UE performs registration in the PLMN network via the PLMN N3IWF. The UE includes the 5G-GUTI which is received during step 1 in the registration request. The procedure described in clause 4.12.2.2 is used with the following differences:
-
The Untrusted non-3GPP Access Network is replaced to PLMN. 

4.
(Optionally) Before the UE moves to the target network, the UE may request PDU Session establishment. The procedure described in clause 4.12.5 is used with the following differences:

-
The Untrusted non-3GPP Access Network is replaced to PLMN.

-
When the UPF switch downlink data path to the N3IWF, the N3IWF begins to cache any DL data received for this PDU Session.

5.
(Optionally) Indirect data forwarding tunnel is established to transfer data packets from PLMN RAN to PLMN-N3IWF through UPF. 


Editor’s Note: Existing indirect data forwarding tunnel establishment mechanism may be reused. Details of Step 5 is FFS.

6.
The UE moves to SNPN and registers in SNPN via SNPN RAN as described in clause 4.2.2.2.2. The UE includes the 5G-GUTI which is received in Step 2. The UE establishes a PDU Session in the SNPN via SNPN RAN and obtains an IP address as described in clause 4.3.2.

7.
The UE sends MOBIKE Update Address message to the PLMN N3IWF, including the obtained IP address in Step 6. The N3IWF sends MOBIKE Address Verification message to the UE. The IP address of the IPSec between the UE and the PLMN N3IWF is updated. 
If Step 4 and 5 are performed, the N3IWF sends the cached DL data for the PDU Session to the UE.
8.
If Step 4 is not performed, the UE requests PDU Session Establishment as defined in clause 4.12.5 with the following differences: 
-
The Untrusted non-3GPP Access Network is replaced to SNPN.

-
The UE includes the PDU Session ID which requires service continuity in the PDU Session Establishment Request.

4.9.X.4 Handover of a PDU Session procedure from SNPN to PLMN for single radio UE
Clause 4.9.X.4 specifies how to hand over a UE from a source SNPN to a target PLMN and how a UE can handover a PDU Session from a SNPN to a PLMN.
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Figure 4.9.X.4-1. Handover of a PDU Session from SNPN to PLMN
1.
The UE already registers in the SNPN as defined in clause 4.2.2.2.2 and establishes a PDU Session to receive SNPN network services as defined in clause 4.3.2.2.1.
2.
(Optionally) The UE performs registration in the PLMN network via PLMN N3IWF. The procedure described in clause 4.12.2.2 is used with the following differences:
-
The Untrusted non-3GPP Access Network is replaced to SNPN. 

The UE shall perform this step when it needs to receive PLMN service. If the UE does not need to receive PLMN service, the UE may also perform this step before handover to the PLMN when it decides it may perform handover to PLMN later.

Note: How the UE decides it may perform handover to PLMN later is UE implementation dependent.

3.
(Optionally) The UE performs registration in the SNPN network via the SNPN N3IWF as described in clause 4.X.2. The UE includes the GUTI which is received during step 1 in the registration request. The procedure described in clause 4.12.2.2 is used with the following differences:

-
The Untrusted non-3GPP Access Network is replaced to SNPN. 

4.
(Optionally) Before the UE moves to the target network, the UE may request PDU Session establishment. The procedure described in clause 4.12.5 is used with the following differences:

-
The Untrusted non-3GPP Access Network is replaced to SNPN.

-
When the SNPN UPF switch downlink data path to the SNPN N3IWF, the SNPN N3IWF begins to cache any DL data received for this PDU Session.

5.
(Optionally) Indirect data forwarding tunnel is established to transfer data packets from SNPN RAN to SNPN N3IWF through UPF.

Editor’s Note: Existing indirect data forwarding tunnel establishment mechanism may be reused. Details of Step 5 is FFS.

6.
The UE moves to PLMN and registers in PLMN via PLMN RAN as described in clause 4.2.2.2.2. The UE includes the 5G-GUTI which is received in Step 2. The UE establishes a PDU Session in the PLMN via PLMN RAN and obtains an IP address as described in clause 4.3.2.

7.
The UE sends MOBIKE Update Address message to the SNPN N3IWF, including the obtained IP address in Step 6. The SNPN N3IWF sends MOBIKE Address Verification message to the UE. The IP address of the IPSec between the UE and the SNPN N3IWF is updated. 
If Step 4 and 5 are performed, the SNPN N3IWF sends the cached DL data for the PDU Session to the UE.
8.
If Step 4 is not performed, the UE requests PDU Session establishment as defined in clause 4.12.5 with the following differences: 
-
The Untrusted non-3GPP Access Network is replaced to PLMN.

-
The UE includes the PDU Session ID which requires service continuity in the PDU Session Establishment Request.
END OF CHANGES
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